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Discussions
The TS 22.261 includes the following deployment options for NPN:
“Specifically, they may be deployed as completely standalone networks, they may be hosted by a PLMN, or they may be offered as a slice of a PLMN.”

The standalone deployment option and the non-standalone PLMN hosted option have already been captured in the TR. However, the third option i.e. the NPN “offered as a slice by a PLMN” has not been captured in the TR as the assumption has been that such option would not have any standardization impacts. Such deployment option can be summarized as follows (re-using what has already been specified in Rel-15 and optionally what is progressed as part of FS_eNS):

1.
The UE has subscription and credentials for PLMN and optionally a separate for the NPN

2.
The PLMN and NPN SP has an agreement of where the NPN slice is to be deployed (i.e. in which TAs of the PLMN and optionally including support for roaming PLMNs)
3.
The PLMN subscription includes support for Subscribed S-NSSAI to be used for the NPN

4.
When the UE registers the first time to the PLMN, the PLMN may configure the UE with URSP including NSSP associating Applications to the NPN S-NSSAI (in case the UE also is able to access other PLMN services)
5.
The PLMN may configured the UE with Configured NSSAI for the Serving PLMN

6.
The PLMN and NPN may perform a Slice specific authentication and authorization using the NPN credentials as per the outcome of the FS_eNS

7.
The UE follows the logic as defined for Network Slicing when it comes to usage of the Configured NSSAI, Requested NSSAI, S-NSSAIs at PDU Session Establishment etc.

8.
The network selection logic, access control etc are following the principles for PLMN selection

9.
The PLMN may indicate to the UE that the NPN S-NSSAI is rejected for the RA when the UE moves out of the coverage of the NPN Network Slice. However, limiting the availability of the NPN S-NSSAI would imply that the NPN is not available outside of the area agreed for the NPN S-NSSAI, e.g. resulting in the NPN PDU sessions being terminated when the UE moves out of the coverage of the NPN Network Slice. Similarly access to NPN DNNs would not be available via non-NPN cells. It would therefore be beneficial to allow the NPN S-NSSAI to be widely accessible. 
As can be seen from the above description, the deployment option when the NPN is “offered as a slice by a PLMN” does not require any standardization changes i.e. Rel-15 can be re-used as is and optionally support for Network Slice specific authentication as concluded by FS_eNS can be used.
Rel-15 does however not support a mechanism to prevent unauthorized UEs from trying to access cells of a non-public network that is part of a PLMN. As a result of this, the SA1 expectation that "unauthorised UEs [...] that are not associated with the enterprise, will not attempt to access the non-public network, which could result in resources being used to reject that UE and thereby not be available for the UEs of the enterprise." cannot be fulfilled if a deployment uses Rel-15 features only for a cell which only gives access to the non-public network that is part of a PLMN (i.e. the cell does not provide normal PLMN services).

As the deployment option does not require any standardization changes, it is proposed that there is no need to explicitly add it as a solution in the TR, but to agree that the deployment option as described by SA1 is valid (with the limitation that access by unauthorized UEs cannot be fully prevented) and add it directly to the conclusion of the TR.
***** Start of Change *****

7
Overall Evaluation
Editor's note:
This clause will provide evaluation of different solutions.
7.x
Evaluation for key issue 1 “Network discovery, selection and access control for non-public networks”
In addition, the deployment option when the NPN is “offered as a slice by a PLMN” does not require any standardization changes i.e. existing support for network slicing can be re-used as is with the following limitation: there is no mechanism to prevent unauthorized UEs from trying to access cells that only provides access to a non-public network that is part of a PLMN. As a result of this, the SA1 expectation that "unauthorised UEs [...] that are not associated with the enterprise, will not attempt to access the non-public network, which could result in resources being used to reject that UE and thereby not be available for the UEs of the enterprise." cannot be fulfilled if a deployment uses network slicing functionality only. 

7.y
Evaluation for key issue 2 “Network Identification for non-public networks”

In addition, the deployment option when the NPN is “offered as a slice by a PLMN” does not require any standardization changes i.e. existing support for network slicing can be re-used as is with the NPN identified in the public PLMN by a specific S-NSSAI.
NOTE 1:
The network slicing identification is not used during network selection, see the evaluation for key issue 1.

8
Conclusions

Editor's note:
This clause will list conclusions that have been agreed during the course of the study item activities.
8.x
Conclusion for key issue 1 “Network discovery, selection and access control for non-public networks” 
In addition, existing network slicing mechanisms already support the deployment option when the NPN is “offered as a slice by a PLMN” i.e. it does not require any standardization changes (but it could be described e.g. in an informative annex). In such case, the network discovery, selection and access control applied for the public PLMN applies, and in addition the public PLMN controls the access to the NPN S-NSSAI.
NOTE 1:
There is no mechanism in network slicing to prevent unauthorized UEs from trying to access cells that only provides access to a non-public network that is part of a PLMN. As a result of this, the SA1 expectation that "unauthorised UEs [...] that are not associated with the enterprise, will not attempt to access the non-public network, which could result in resources being used to reject that UE and thereby not be available for the UEs of the enterprise." cannot be fulfilled if a deployment uses network slicing functionality only.
8.y
Conclusion for key issue 2 “Network Identification for non-public networks”
In addition, existing network slicing mechanisms already support the deployment option when the NPN is “offered as a slice by a PLMN” i.e. it does not require any standardization changes (but it could be described e.g. in an informative annex). The NPN is identified in the public PLMN by a specific S-NSSAI.
NOTE 1:
The network slicing identification is not used during network selection, see the conclusion for key issue 1.
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